How to Select the Correct Digital Certificate 
(For PCO/PCS Only)
Click the link which you received in the email (as shown in the examples below). These are generated by ORS for Regular eOffer/Express eOffer package or by FSSOnline for a contract modification package.
https://eoffer.gsa.gov/COSign/signpackage?packageID=xxxxx&signcontract=yes

https://eoffer.gsa.gov/COSign/signpackage?packageID=xxxxx&downloadcontract=yes
1. When the link is clicked, the following pop-up window will be seen:
 [image: image1.png]Choose a digital certificate

Idertfication
The webste you want to view requests identficatian.
Please choose a certficate,
Name Issuer

KESHAVRAJAN SANIK.... Entrust Managed Services 55.
KESHAVRAJAN SANK... Entrust Managed Services 35.






2. To use the correct digital certificate, select one and Click View Certificate. 
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The certificate saying “Smart Card


Logon” requires a PIN. This is the PIV Auth not the correct Digital Signature Certificate.





The certificate saying “All application


Policies” requires a PIN and is the correct Digital Signature Certificate.
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